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The information provided here is used by the DoDIIS ITA to determine the level of testing to be 
performed for this software release.  Providing complete information will expedite the 
assessment. 

1. Programmatic Information 
Application Name 
(Acronym) & Version 

 

Program Management 
Office POC 

 

Contact Information  
System Mission/Focus 
Description (unclassified) 

 

Funding source (check all 
that apply) 

 GDIP  NFIP 
 TIARA  Other:        

2. Application type 
 Intelligence Mission System/Application/Tool (for example, MIDB, WebTAS, JCE/IWS, 

etc.) 
 Infrastructure and Enterprise Components (for example, Standard OS builds, DNS and 

other GES components, DTW, Cross Domain Solutions [Guards], selected COTS [OPSWARE, 
RetrievalWare, etc.], etc.) 

 Security Applications (for example, intrusion detection systems, ERMS, etc.  
 Business Applications (for example, EZHR, Siebel, JIVU, etc.) 
 Other 

 
If Other, please describe:  

3. Does your application conform to the DoDIIS Integrator’s Guide (DIG)? 
 Yes 
 No 
 DIG does not apply 

4. Security Protection Level 
 PL 1 
 PL 2 
 PL 3 
 PL 4 
 PL 5 
 Not Applicable 

 

5. Configuration type (check all that apply) 
 Client Server 
 Multiple servers w/browser access 
 Central server w/browser access 
 Workstation installation (no server) 
 Portal 
 Other (specify) 

 
If Other, please describe:  
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6. Interoperability 

Does your application require data from other systems in order to perform its functions? Does 
your application output data that another systems/application uses?  Identify those interfacing 
systems/applications in this section. 
 

Name & Version Interface type Data flow Critical Interface 
  Direct API 

 FTP/Sneaker net 
 Web services 

 Receiving from 
 Sending to 
 Both 

 Yes 
 No 

 
  Direct API 

 FTP/Sneaker net 
 Web services 

 Receiving from 
 Sending to 
 Both 

 Yes 
 No 

 
  Direct API 

 FTP/Sneaker net 
 Web services 

 Receiving from 
 Sending to 
 Both 

 Yes 
 No 

 

7. Where this release be installed? (Check all that apply) 
 NE RSC 
 SE RSC 
 Western RSC 
 EUCOM 
 PACOM 
 Locations served by a specific RSC (also check RSC) 
 Other 

 
If Other, please identify:  

8. Number of user locations 
 ≤ 3 
 4 - 20 
 > 20 

9. Total number of users 
 ≤ 100 
 101 - 1000 
 > 1000 

10. Release highlights (Check all that apply) 
 New 
 Change(s) in application components (COTS, GOTS) 
 Change(s) in application architecture 
 Change(s) in underlying infrastructure 
 New or modified interface(s) 
 Change in security posture (Protection Level) 
 Increase in number of installation locations 
 Increase in number of users 


